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COPYRIGHT & TRADEMARKS

Specifications are subject to change without notice. Linksys is a registered trademark or
trademark of Cisco Systems, Inc. and/or its affiliates in the U.S. and certain other countries.
Copyright © 2003 Cisco Systems, Inc. All rights reserved. Other brands and product

names are trademarks or registered trademarks of their respective holders.

LIMITED WARRANTY

Linksys guarantees that every Wireless-G USB Network Adapter will be free from physical
defects in material and workmanship for three years from the date of purchase, when

used within the limits set forth in the Specifications section of this User Guide. If the product
proves defective during this warranty period, call Linksys Technical Support in order

to obtain a Return Authorization number. BE SURE TO HAVE YOUR PROOF OF PURCHASE
ON HAND WHEN CALLING. When returning a product, mark the Return

Authorization number clearly on the outside of the package and include a copy of your
original proof of purchase. RETURN REQUESTS CANNOT BE PROCESSED WITHOUT
PROOF OF PURCHASE. All customers located outside of the United States of America
and Canada shall be held responsible for shipping and handling charges.

IN NO EVENT SHALL LINKSYS'S LIABILITY EXCEED THE PRICE PAID FOR THE
PRODUCT

FROM DIRECT, INDIRECT, SPECIAL, INCIDENTAL, OR CONSEQUENTIAL DAMAGES
RESULTING FROM THE USE OF THE PRODUCT, ITS ACCOMPANYING SOFTWARE,
OR ITS DOCUMENTATION. LINKSYS OFFERS NO REFUNDS FOR ITS PRODUCTS.
Linksys makes no warranty or representation, expressed, implied, or statutory,

with respect to its products or the contents or use of this documentation and all accompanying
software, and specifically disclaims its quality, performance, merchantability, or

fitness for any particular purpose. Linksys reserves the right to revise or update its products,
software, or documentation without obligation to notify any individual or entity.

Please direct all inquiries to:

Linksys P.O. Box 18558, Irvine, CA 92623.

SAFETY AND REGULATORY NOTICES

FCC STATEMENT

The Wireless-G USB Network Adapter has been tested and found to comply with the
specifications for a Class B digital device, pursuant to Part 15 of the FCC Rules.

Operation is subject to the following two conditions:

(1) This device may not cause harmful interference, and

(2) This device must accept any interference received, including interference that may
cause undesired operation.

These limits are designed to provide reasonable protection against harmful interference

in a residential installation. This equipment generates, uses, and can radiate radio frequency
energy and, if not installed and used according to the instructions, may cause

harmful interference to radio communications. However, there is no guarantee that
interference

will not occur in a particular installation. If this equipment does cause harmful

interference to radio or television reception, which is found by turning the equipment off
and on, the user is encouraged to try to correct the interference by one or more of the
following measures:

« Reorient or relocate the receiving antenna

- Increase the separation between the equipment or devices

» Connect the equipment to an outlet other than the receiver's

« Consult a dealer or an experienced radio/TV technician for assistance

FCC Caution: Any change or modification to the product not expressly approved by

Linksys could void the user's authority to operate the device.

FCC RF Radiation Exposure Statement

To comply with the FCC and ANSI C95.1 RF exposure limits, the antenna(s) for this
device must comply with the following:

* This device complies with FCC RF Exposure limits set forth for an uncontrolled
environment, under 47 CFR 2.1093 paragraph (d)(2) and must

not be co-located or operating in conjunction with any other antenna or transmitter.
End-users must be provided with specific operations for satisfying RF exposure compliance.
Note: Dual antennas used for diversity operation are not considered co-located.
Canadian Department of Communications Industry Canada (IC) Notice

This Class B digital apparatus complies with Canadian ICES-003 and RSS-210.

Cet appareil numérique de la classe B est conforme a la norme NMB-003 et CNR-210
du Canada.

"To prevent radio interference to the licensed service, this device is intended to be operated
indoors and away from windows to provide maximum shielding. Equipment (or its
transmit antenna) that is installed outdoors is subject to licensing."

" Pour empécher que cet appareil cause du brouillage au service faisant I'objet d'une
licence, il doit étre utilisé a I'intérieur et devrait étre placé loin des fenétres afin de fournir
un écran de blindage maximal. Si le matériel (ou son antenne d'émission) est installé a
I'extérieur, il doit faire I'objet d'une licence. "

EC DECLARATION OF CONFORMITY (EUROPE)

Linksys Group declares that the Instant Wirelesse Series products included in the Instant
Wirelesse Series conform to the specifications listed below, following the provisions of the
European R&TTE directive 1999/5/EC, EMC directive 89/336/EEC, and Low Voltage
directive 73/23/EEC:

For 2.4 GHz devices with 100 mW radios, the following standards were applied:

* ETS 300-826, 301 489-1 General EMC requirements for Radio equipment.

* EN 609 50 Safety

* ETS 300-328-2 Technical requirements for Radio equipment.

Caution: This equipment is intended to be used in all EU and EFTA countries. Outdoor
use may be restricted to certain frequencies and/or may require a license for operation.
Contact local Authority for procedure to follow.

Cisco-Linksys, LLC declares that WUSB54GP ( FCC ID: Q87-WUSB54GP ) is
limited in CH1~CH11 by specified firmware controlled in USA.


ashely
Cisco-Linksys, LLC declares that WUSB54GP ( FCC ID: Q87-WUSB54GP ) is limited in CH1~CH11 by specified firmware controlled in USA.


Note: Combinations of power levels and antennas resulting in a radiated power level of
above 100 mW equivalent isotropic radiated power (EIRP) are considered as not compliant
with the above mentioned directive and are not allowed for use within the European
community and countries that have adopted the European R&TTE directive 1999/5/EC
and/or the CEPT recommendation Rec 70.03.

For more details on legal combinations of power levels and antennas, contact Linksys
Corporate Compliance.

« Linksys Group vakuuttaa taten ettd Wireless-G USB Network Adapter tyyppinen laite

on direktiivin 1999/5/EY, direktiivin 89/336/EEC ja direktiivin 73/23/EEC oleellisten
vaatimusten ja sité koskevien néiden direktiivien muiden ehtojen mukainen.

* Linksys Group déclare que la Wireless-G USB Network Adapter est conforme aux
conditions essentielles et aux dispositions relatives a la directive 1999/5/EC, la directive
89/336/EEC, et a la directive 73/23/EEC.

* Belgique B L'utilisation en extérieur est autorisé sur le canal 11 (2462 MHz), 12 (2467
MHz), et 13 (2472 MHz). Dans le cas d'une utilisation privée, a I'extérieur d'un batiment,
au-dessus d'un espace public, aucun enregistrement n'est nécessaire pour

une distance de moins de 300m. Pour une distance supérieure a 300m un enregistrement
aupres de I'IBPT est requise. Pour une utilisation publique a I'extérieur de

batiments, une licence de I'|BPT est requise. Pour les enregistrements et licences,
veuillez contacter I''BPT.

* France F:

2.4 GHz Bande : les canaux 10, 11, 12, 13 (2457, 2462, 2467, et 2472 MHz respectivement)
sont complétement libres d'utilisation en France (en utilisation intérieur).

Pour ce qui est des autres canaux, ils peuvent étre soumis a autorisation selon le
départment. L'utilisation en extérieur est soumis a autorisation préalable et tres

restreint.

2.4 GHz Band: only channels 10, 11, 12, 13 (2457, 2462, 2467, and 2472 MHz
respectively) may be used freely in France for indoor use. License required for outdoor
installations.

« Deutschland D: Anmeldung im Outdoor-Bereich notwending, aber nicht
genehmigungspflichtig.

Bitte mit Handler die Vorgehensweise abstimmen.

« Germany D: License required for outdoor installations. Check with reseller for procedure
to follow.

« Italia I: E' necessaria la concessione ministeriale anche per I'uso interno. Verificare

con i rivenditori la procedura da seguire. L'uso per installazione in esterni non e' permessa.
« Italy I: License required for indoor use. Use with outdoor installations not allowed.

» The Netherlands NL License required for outdoor installations. Check with reseller for
procedure to follow.

* Nederlands NL Licentie verplicht voor gebruik met buitenantennes. Neem contact op
met verkoper voor juiste procedure.
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Chapter 1. Introduction

Connect your USB-equipped desktop or notebook computer to a wireless network
at incredible speeds with the Linksys Wireless-G USB Network Adapter.

By incorporating two new, blazing fast technologies -- USB 2.0 and Wireless-
G -- the Adapter delivers data rates up to 54Mbps (5 times as fast as 802.11b),
without the trouble of opening up the case of your desktop computer.

Toinstall, simply plug the Adapter into any available USB port. (It's compatible
with both USB 1.1 and 2.0 ports, but 2.0 will yield the fastest speeds.) It

getsits power through the USB connection, so no power cord is necessary. The
included Setup Wizard walks you through configuring the Adapter to your
wireless network settings, step by step. The Wireless-G USB Network Adapter
is also compatible with the Wireless-B (802.11b) network standard, with data
rates up to 11IMbps. And your wireless communications can be protected by
128-hit encryption, so your data stays secure.

The Wireless-G USB Network Adapter's high-gain antenna lets you put your
computer almost anywhere in the building, without the cost and hassle of running
cables. Now you don't have to drill holesin your walls and climb through

the attic or cellar to get connected to the network. Once you're connected, you
can keep in touch with your e-mail, access the Internet, use instant messaging

to chat with friends, and share files and other resources such as printers and
hard disk storage space with other computers on the network.

So don't hassle with running cables through your house -- get connected the
easy way with the Wireless-G USB Network Adapter.

e Compatible with 802.11g and 802.11b (2.4GHz) Stardards

* Support USB 2.0 with up to 54Mbps, High-Speed Data Transfer Rate with
Automatic Fallback

* Plug-and-Play Operation Provides Easy Setup

* Supports up to 128-bit WEP Encryption Security

» Compatible with Microsoft Windows 2000 and XP



Chapter 2: Planning Your Wireless

Network

A wirelesslocal area network (WLAN) is exactly like aregular local area network
(LAN), except that each computer in the WLAN uses awireless device to

connect to the network. Computersin a WLAN share the same frequency

channel and SSID, which is an identification name for wireless devices.

Ad-Hoec wersus Infrastructure Mode

Unlike wired networks, wireless networks have two different modes in which
they may be set up: infrastructure and ad-hoc. An infrastructure configuration
isaWLAN and wired LAN communicating to each other through an

access point. An ad-hoc configuration is wireless-equipped computers
communicating

directly with each other. Choosing between these two modes

depends on whether or not the wireless network needs to share data or peripherals
with awired network or not.

If the computers on the
wireless network need to
be accessed by awired
network or need to share a
peripheral, such asa
printer,

with the wired network

computers, the wireless '
=~

network should be set up
in infrastructur e mode.
(SeeFigure 2-1.) The
basis of infrastructure
mode centers around an
access point, which serves
as the main point of communications in awireless network. Access points
transmit data to PCs equipped with wireless network cards, which can roam
within a certain radial range of the access point. Multiple access points can be
arranged to work in succession to extend the roaming range, and can be set up
to communicate with your Ethernet (wired) hardware as well.

Figgura 21

If the wireless network is relatively small and needs to share resources only

with the other computers on the wireless network, then the ad-hoc mode can

be used. (See Figure 2-2.) Ad-hoc mode allows computers equipped with wireless
transmitters and receivers to communicate directly with each other, eliminating
the need for an access point. The drawback of this modeis that, in Ad-

Hoc mode, wireless-equipped computers are not able to communicate with
computers on awired network. And, of course, communication between the
wireless-equipped computersis limited by the distance and interference directly

between them.

Figure 2-2



Chapter 3: Getting to Know the
Wireless-G USB Pen Type Network
Adapter

The USE Port

The Network Adapter is connected to your PC through its USB port. All power
is provided through the USB connection, making a power adapter unnecessary.

The Adapter's LEDs

The Network Adapter’s LEDs show you how the Adapter is functioning.
Power Green. This LED will light up to let you know that the Adapter is
adequately powered over the USB connection.

Link Green. The Link LED will be lit steadily when the Network
Adapter is connected to your wireless network. The LED will

blink when there is wireless network traffic.

Chapter 4. Software Installation and
Configuration for Windows 2000
The Wireless-G USB Network Adapter Setup Wizard will guide you through

the installation procedure. The Setup Wizard will install the WLAN Monitor
and driver, aswell as configure the Adapter.

Tant: 100 Mmsl i e Setup Wiz o nsEl the solware
fore connecting the Adapter.

1. Insert the Setup Wizard CD-ROM into your CD-ROM drive. The Setup
Wizard should run automatically, and Figure 4-1 should appear. If it does
not, click the Start button and choose Run. In the field that appears, enter
D:\setup.exe (if “D” isthe letter of your CD-ROM drive).
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Toinstall the Adapter, click the Install button on theWelcome screen. Click
User Guideto view this User Guide or click Exit to exit the Setup Wizard.
Figure 4-1

Important: You must run the Setup Wizard to install the software

before connecting the Adapter.




2. Read the License Agreement and click the Next button to continue the
installation. If
yOU CliCk the J ([ [ Fi-\fg
Cancel bUtton’ Wirnloss-G USE Hetwors Adapinr
yOU W|” md the St Wiz —
installation.
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Figure 4-2

3. Thefollowing screen, shown in Figure 4-3, will ask for some information
about your wireless network. In the SSD field, enter your network’ s SSID
(Service Set Identifier). The SSID is your network name and must be identical
for al devices in the network. The default setting islinksys (all lowercase).
Next, choose awireless mode. Click the Infrastructure M ode radio button

if you want your wireless computers to network with computers on your
wired network using awireless access point. Click the Ad-Hoc M ode radio
button if you
want multiple LIMKSYS
wi relesscomputers Wirntoss -G UsSH etwors Adapinr
to network o Wisar] se—im
directly

with each other.
Click the Next
button to continue,
or click the

Back button to
return to the
previous page.

®

Figure 4-3

4. If you chose

Infrastructure Lirmcsys —
Mode, go to Step : Wirnlens-G WER Network Adaplar
5 now. If you

chose Ad-Hoc Al Hepe Mode Settings

Mode, select the

correct operating
channel for your
network from the
Channel dropdown
menu.

Then, select the
Network Mode
from the dropdown
menu. Figura 4-4

Click the Next

button, and go to Step 5. Click the Back button to change any settings.

Channel - The channel you choose should match the channel set on the
other devicesin your wireless network. If you are unsure about which channel
to use, select the default channel (Channel 6).

Network Mode - Keep the default setting, Mixed, if you have Wireless-G
and Wireless-B devicesin your network. Select G-Only if you have only
Wireless-G devicesin your network.

5. The Setup Wizard
will ask you to
review your settings
before it

starts to copy —
files. Click the Fmabise Sethngs
Next button to e -
save these settings,
or click the

Back button to
change any settings.

Lirecsys
Wirnlens-G 950 et

Figgure 4-5



6. At this point, you may see awarning
screen, such asthat shownin
Figure 4-6 , asking if you'd like to
cease installation. You can click
the Y es button to continue; the
Adapter will function properly.
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Figura 4-6

7. After the files have been successfully copied, the screen in Figure 4-7 will
appear. Click the Exit button.

LirnsYys

Congratulations
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Proceed to “ Chapter 5: Hardware Installation.”

Chapter 5: Hardware Installation

I Tor WWIRD0WE SUHHT Mers: ToU Msl min he sep
‘.& o install the software before installing the hardware.

It for WWINO0Ws WP DEers: 1oul MUl nsall the Adapler 8
A ware before installing the software. |

1. The Adapter comes with the USB cable you will use to connect the Adapter
to your PC. (See Figure 5-1.)

USE Cable

Wireless-G USH
Pen Type Network Adapter

Figure 5-1

2. Connect one end of the USB cable to the USB port of the Adapter.

3. Connect the other end of the USB cable to one of the USB T
ports on your computer (see Figure 5-2).

Figure 5-2



4. When Windows 2000 begins installing the Network Adapter’ s driver file, a
screen similar to that shown in Figure 5-3 will appear, stating that a digital
signature was not found. This software has been tested and found to work
properly with Windows 2000. Click the Y es button to continue installation.
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If your PC isrunning Windows XP, proceed to “ Chapter 6: Driver
Installation for Windows XP.”

If your PC isrunning Windows 2000, the installation of the Wireless-B

USB Network Adapter iscomplete. If you want to check thelink information,
search for available wireless networks, or make additional configuration
changes, proceed to “ Chapter 7: Usingthe WLAN Monitor.”

Chapter 6: Driver Installation for

Windows XP

After connecting the Adapter to
your PC, as shown in Chapter 5,
you'll need to install the driver.
1. Windows XP will
automatically

detect the Adapter.

Insert the Setup CD-ROM

into the CD-ROM drive.

Click the radio button next to
Install the software
automatically
(Recommended)

(asshownin Figure 6-1).

Then click the Next button.

2. A screen similar to that shownin
Figure 6-2 will appear, asking if

you wish to discontinue installation.

This software has been tested
and found to work properly
with Windows XP. Click the
Continue Anyway button to
continue installation.

3. The next screen shows that the
Wizard is complete. Click the
Finish button. The drivers are
now installed.
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wie for Windows WP Users: Widows b Nas a DT conl TR0
& ion tool. Dlse Windows XP Winzless Fero Confi guration (in the sys-
tray at the bottom of your sereen) to configure the Adapter.

1. After installing the Adapter, i

$ ¥

the Windows XP Wireless i o oo b oot i el

Zero Configuration icon Tosme et of vaiable nebworks, clck hers,
will appear in your computer’s

system tray (see Figure :

6-4). Double-click theicon. Figure 6-4

Mate: Slops 2 and 3 are the NAchons and screenshols fof Windows)
P with Service Pack 1 installed.

Fyou have not installed Service Pack 1, select the network you want,
click the Cenmect button. IF the network has WEP encryption|
bled, enter the WEFP key in the Neswort k2 fald, and then click
Comneet buiton.

2. The screen that appears will show any available wireless network. Select
the network you want.

Wirpless Maten Connectian 4
If this network has WEP Tinas Fodomsmg sy estacrh{ s s svslaten. Tey s 8
encryption enabled, go to PSR A Do oL T S SR
step 3. draplnbly sapleay peinoicr
ki ko

If this network does not

have WEP encryption _f'j. T T TS Tp——

enabled, then Figure 6-5 e e i
will appear. Make sure the B

box next to Allow me to = lhﬁath:ue:rn:ﬁ:-n Iumdfdulml
B -

connect to the selected mG—

Wirelessnetwork, even ¥ s awm Pawing Wil commecingin & neimot, cicl Addvanced

though it isnot secureis [pons. | [ [ corem
checked. Then click the ) —

Connect button, and go to Fiyure 6-5
step 4.

3. If WEPis enabled, the
screen in Figure 6-6 will
appear. Enter the WEP key
of your wireless network in
the Network key field, and
re-enter it in the Confirm
network key field. Then click
the Connect button, and go
to step 4.
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Figure 66

Note: Windows AP Wireless Zero Configumalion dogs nol support
use of a passphrasae. Enter the exact WEP key usaed by your access

4. The screen in Figure 6-7 will appear if your connection is active.

Figure 6-7

For more information about wireless networking on a Windows XP computer,
click Start and then Help and Support. Enter the keyword wireless in the
field provided, and pressthe Enter key.

Congratulations! Theinstallation of the WirelesssG USB Network

Adapter iscomplete.



Chapter 7: Using the WLAN Monitor

Use the WLAN Monitor to check the link information, search for available
wireless networks, or create profiles that hold different configuration settings.
After installing the Adapter, the Wireless-G USB Network Adapter WLAN
Monitor icon will appear in your system tray. Double-click the icon (see Figure
7-1).

The Link Information screen will appear. (See Figure 7-2.) From e
this screen, you can find out how strong the current wireless

signal is and how good the connection’s quality is. You can aso

click the More Information button to view additional status

information about the current wireless connection. To search for Figure 7-1
available wireless networks, click the Site Survey tab. To

perform configuration changes, click the Profiles tab.
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Link Information
The Link Information screen, shown again in Figure 7-3, displays the signal
strength and link quality information about the current connection and provides
abutton to click for additional status information.
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Figure 7-3

Ad-Hoc Modeor Infrastructure Mode - The screen indicates whether the
Adapter is currently working in ad-hoc or infrastructure mode.

Signal Strength - The Signal Strength bar indicates the signal strength.

Link Quality - The Link Quality bar indicates the quality of the wireless network
connection.

Click the M ore I nfor mation button to view more information about the wireless
network connection, shown on the following page and in Figure 7-4..
Click the X (Close) button in the upper right corner to exit the WLAN Monitor.
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Wireless Network Status

Status - The status of the wireless network connection.

SSID - The unique name of the wireless network.

Wireless Mode - The mode of the wireless network currently in use.

Transfer Rate - The data transfer rate of the current connection.

Channel - The channel to which the wireless network devices are set.

WEP - The status of the WEP encryption security feature.

MAC - The MAC address of the wireless network’ s access point.

TCP/IP Setting

IP Address- The IP Address of the Adapter.

Subnet Mask - The Subnet Mask of the Adapter.

Default Gateway - The Default Gateway address of the Adapter.

DNS - The DNS address of the Adapter.

DHCP - The status of the DHCP client.

Signal Strength - The Signal Strength bar indicates the signal strength.

Link Quality - The Link Quality bar indicates the quality of the wireless network
connection.

Click the Back button to return to the initial Link Information screen. Click the
X (Close) button in the upper right corner to exit the WLAN Monitor.

The Ste Survey screen, shown in Figure 7-5, displays alist of infrastructure and
ad-hoc networks available for connection.

Linksys

Wireless-G USE Metwork Adapter

WAN Monitor sme 1

Thkc b ool kst v imdon. corecions. sveallabis ko e Wkt L300
ot Tosraery B bt fhg Swhes s butos By comsiet b of Paa it
o B s, peinct e avied corecion e cick Conct bifion o conrec

Figure 7-5

SSID - The SSID or unique name of the wireless network.

Signal - The percentage of signal strength, from 0 to 100%.

Site Information

Wireless M ode - The mode of the wireless network currently in use.
Channel - The channel to which the wireless network devices are set.
WEP - The status of the WEP encryption security feature.

MAC - The MAC address of the wireless network’ s access point.
Surveyed at - The time at which the wireless network was scanned.
Refresh - Click the Refresh button to perform a new search for wireless
devices.

Connect - To connect to one of the networks on the list, select the wireless
network,

and click the Connect button. If the wireless network has WEP encryption
enabled, you will see the screen shown in Figure 7-6.



Proliles
The Profiles screen, shown in Figure 7-6, lets you save different configuration
profiles for different network setups. Y ou can aso import or export profiles.
The default profile holds the initial configuration saved when you ran the Setup
Wizard.
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Profile - Name of the connection profile.

SSID - The wireless network’ s unique name, as set in the connection profile.
Profile Information

Wireless Mode - The mode of the wireless network currently in use.
Transfer Rate - The data transfer rate of the current connection. (In Auto
mode, the Adapter dynamically shifts to the fastest data transfer rate possible
a any giventime.)

Channel - The channel to which the wireless network devices are set.

WEP - The status of the WEP encryption security feature.

Connect - To connect to awireless network using a specific profile, select the
profile, and click the Connect button.

Edit - Select aprofile, and click the Edit button to change an existing profile.
New - Click the New button to create a new profile. See the next section,
“Creating a New Profile,” for detailed instructions.

Import - Click the
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Import button to Losk i [ M Conples Feme e

import a profile e P el

that has been saved Wanan0n [£1)

in another location. ORISR, .

Select the appropriate R

file, asshownin

Figure 7-7, and

click the Open button. ) o
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Figure 7-7
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button. Direct :
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7-8, and click the I o i o]

OK button. i

Figure 7-8

order to keep them saved.

2 ¥Ou hiave miore AN one profile, You must feoport hem i

Delete - Click the Delete button to delete a profile.
Click the X (Close) button in the upper right corner to exit the WLAN Monitor.



3. The Nerwerek Setitng screen, shown in Figure 7-11, will appaear.

Croa a Now Profile ] ) )
It your network has a DHCP server (or Rowtery, click the mdio bution next

I, Onthe Prfifers screen, shoawn again in Figure 7-9, click the MNew butlon 1o o Obtain an IF address antomatically (IBHCP) and click the Mext bui-
creabe a new profile. bon o comtinue

- I your network does not have a DHCP server Cor router), click the madio
button next to Specify the IF address. Enter an IF Address, Subnet Mask,
Wireless-G USE Network Adapter Drefanlt Gateway, and DNS approprinte for your network. Enler each
address in this formal: TxLxxxxxxan (the xs represent he numbers that
make up cach address), You must spacify the 1P Address and Subng Mask
o this screen. IF you are unsure about the Default Gabeway and DMNS
addresges, then leave these Fields alone.

Lirnsys
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i s . Click the Wext buttom to continue or the Caneel bulton fo relurn Lo the pre-
[Pt ___si5 ____[Jf i vious screan,
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el ke = IP Address - This [P Address must be unique o vour network.,

Suobnet Mask - The Adapter’s Subnet Mask must be the same as your wired
network’ Subnet Mask.

Drefanult Gateway - Enter the TP address of your network’s Gateway hare,

Figure 7-8 DMS - Enter the DNS addresses of your network here.

2. When the Creade covrechion prafile screen appears, enber a name or the
new profile. Click O (o save the profile name or click Caneel (o return o ""“HFE!"E_LEB. ""_ﬂfll'lﬂf_h Adapter

the pravious screen. el e

LirMesys -
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Figure 7-11
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Tha Wireless Mode sereen, shown in Figune 7-12, shows a choice of two
witeless modes. Click the Imfrastructure Mode radio button if you want
your wirgless compubers to communicate with computers on your wired
natwork vin a8 wireless access point. Click the Ad-Hee Mode radio buiton
it you want multiple wireless computers o communicate directly with each
other. Click the Next button to continue or the Back bution 1o retum o tha
Pravicns seraen,

SSID - Thae 55112 is the unigue name shared among all devices in your wire-
less network. The 851D must be identical for all devices in the wireless nat-
work. It is case-sensitive and must not excead 32 alphanumeric characters,
which can be any keyboard character.

Infrastructure Mode - This mode allows wireless and wired networks to
communicate through an access point.

Ad-Hoe Mode - This mode allows wireless-equipped computers 1o com-
municata directly with each other. Mo aceess point is usad.

5B Network Adapter
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The Ad-Haoe Mode Seftings screen, Tor those who chose an Ad-hoc network,
will appear. Select the cormect operating channel for your network from the
Chanrel drop-down menu. Then, select the Netword Made Trom the drop-
down mem. Click the Next button to continue or click the Back bution to
change any sattings.

Chanmel - The channel you choose should match the channel szt on the
other devices in your wireless network. 11 you are unsure about which chan-
nel iouse, select tha default channel (Channel &),

Metwark Made - Select Mixed Mode, and both Wireless-G and Wirelass-
B computers will be allowad on the network, but the spead will be reduced.
Select G-Only Made for maximum speed, bul no Wirgless-R o users will ba
allowed on the network.

Ad-Hoc Mode Settings
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The Secarily Settings sereen, shown in Figure 7-14, will appear. Enable or
disahle Wited Equivalent Privacy (WEP) encryplion for your wireless net-
work. If you enable WEP, enter a Passphmse or WEP key. Click the Mext
button o contimie or the Baek builton o retum o the previous screan.



WEP (Disabled/6d-bit WEP/128-hit WEP) - 1T you do not want to use
WEP encryption, choose Disabled. To use WEP encryption (recommendad
o increase network security ), select dd-bit or 128-bit WEFP from the drop-
down menu, and enter either a Passphrase or WEP kay.

Passphrase - Imstead of manually entering WEP keys, you can enter a
Pazsphrase, so that a WEP key is automatically generated. It is case-sensi-
tive and should not be longer than 16 alphanumeric chamcters. This
rassphmase must match the passphrase of vour wireless network and is com-
patible with other Linksys wireless prochcts only. (IF you have any non-
Linkays wireless products, enter the WEP key(s) mamually on those prod-
IMEN]

WEP Key - This WEP kay must match the WEP kay of your wircless net-

work., I you are using d4-bit WEP eneryption, then the key must consist of

axac ity len hexadecimal characters. 11 you ane using 128-hit WEP encryp-
tion, then the key must consist of exactly 26 hexadecimal chamcters. Valid
hexadecimal characters are “07 to 97 and “A™ to "F".

TX Key - This allows you o acoess different WEP keyvs used by different
roulers or acoess points in your network. Choose the TX Key used in that
network. For instance, if the device vses TX Key 3, use TX Kay 3. If you'ne
not using multiple WEP Kevs, leave this setat 1.

ad
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7. The Confirm New Settings screen will appear (shown in Figure 7-15). To
save the new settings, click the Y es button. To cancel the settings and return

to the
Profiles
screen, click
the Cancel
button. To
edit the new
settings,
click the
Back button.
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8. The Congratulations screen (Figure 7-16) will appear next. Click Activate
new settings now to implement the new settings immediately and return to
the Link Information screen. Click Activate new settings later to keep the
current settings active, and return to the Profiles screen so that you can edit

your profile
or create

another profile.

"l
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Figure 7-16

Y ou have successfully created a connection profile. Click the X (Close) button
in the upper right corner to exit the WLAN Monitor.



Appendix A: Troubleshooting

Ccommon Problems and Solutions

This chapter provides solutions to problams that may coour during the installa-
tion and operation of the Wirclegs-G USRE Network Adapter. Read the descrip-
tions helow to o b your problams. IFyon can’t Find an answer here, chack the
Linksys website al wwwlinksw.com.

1. Ky computer does not moognize the USE Meteork Sdaptar

MWake sure that the USE Metwork Adapbar is properly inserted into the USE
port.

Aldso, make sure that the USE Coniroller is enablad in the BIOS, Check with
vour motherboard Lser Guide For moee information,

T

The USE Metwark Adapter does not work properk.

Reinsart the USE Metwork Adapter into the notebook or desktop’s LISHE port.

Right-click on My Computer, and select Properties. Select the Adapler,

then chose the Deviee Manager ab, and click on the Metwork Adaptas. Yoo

will Find the SR Network Adapter it it is installad successtally, 17 you see

a yellow exclamation mark, the resources may be conflicting and you must

follonw the steps balow:

. Uninstall the driver saltware from vour PC.

. Restart your PC and repeat the hardware and sofiwane installation as
specified inthis User Guide.

| cannat communicate with the ather computars linkad wia Ethermat in the
Infrastructure configuration.

Wake sure that the notebook or deskiop is powered on.

MWake sure that your SE Nebwork Adapter is configurad on the same chan-
nel, 85010, and WEP as the other computers in the Infrastruciure configur-
tiom.

[

Frequently Asked Questions

Can Trun an application from a remota computer ever the wirelass network?

This will depend on whether or not the application iz designad 1o be vsad over a
network, Consull the application’ user guide to detenming if it supports operation
over i nebwork.

Can | play computer games with oiher members of the wireless natwork?
Yes, A= long as the game supports multiple players over o LAN (local area net-
work), Refar to the game’s usar guide for more information,

What i the [EEE 80211k standard?

It i= cne of the IEEE standards for wireless natworks. The 802, 1 1h standard allows
wirehass networking hardware from different manuficiurers o communicate, pro-
vidiad that the hardware complies with the 802, 1 1b standand. The 802, 11b standard
slates a maximmum data tansfer tate of 11 bps and an operating frequency of
240GH=

What IEEE 202 11h features are supporsd?

The preuct suppocts the following ITEEE 802.1Th functions:
= CEMACA plus Acknowledge protocol

= Multi-Channel Reaming

+ Automatic Rabe Selection

+ RTSACTS featune

*  Fragmentation

+ Powwer Management

What ks ad-hec mada?

Whien a wireless network is sat to ad-hoc modz, the witeless-aquipped computers
are configured o communicate directly with each other. The ad-hoc wireless net-
work will nol communicate with any wired network.

What & infrastructure moda?
When a wireless nebwork is szl o infrastructure mode, the wineless network is
configurad o cammunicate with o wired network through o wireless access point.

Wihat i roaming?

Reaming is the ability of a portable computer user o communicats continuoushy
while moving freely throughout an area greater than that covered by a single
access poinl. Befone using the roaming function, the workstation must make sure
that it is the same channel number with the aceess point of dedicated covange

area.



Tov achieve roe seamless conneclivity, the wircless LAN must incorporale a
number of different functions. Each node and access point, Tor exampla, must
always acknowled ge receipt of each message. Fach node must maintain contact
with the wireless network even when not actually trmnsmitting data. Achieving
these functions simultaneously requires a dynamic BF networking technology
that links aceess poinis and nodes, In such a system, the vser’s end node under-
takes a search Tor the biest possible access to the system. First, it evaloates such
factors as signal sirength and quality, as well as the message load cumently
hiing carriad by ench access point and the distance of each acoess point o the
wired hackbome, Based on that information, the node next selects the right
aceess point and registers its address. Communications batween end node and
host compuler can then be transmitted up and down the backbone.

As the usar moves on, the end node’ RF tranamitler regnlardy chacks the sys-
tem to determine whether it is in touch with the original access point or whether
it should =eek a new cne. When a node no longer receives acknowladgment
from its original access poinl, it undertakes a new search. Upon linding a new
aceass point, it then re-registers, and the communication process continoes.

What is 1SM band?

The PCC and their counberparis outside of the 118, have set azide handwidth
for unlicensed use in the ISM (Industrial, Scientific and Medical) band.
Spactrum in the vicinity of 2.4 GHe, in particular, is being made available
worldwide. This preseni= a truly revoluti onary opporunity to place comeenient
high-speed wirzless capabilities in the hands of users around the globe.

What is Spread Spectrum?

Spread Spectrum lechnology is a wideband radio frequency technique devel-
opied by the military for use in reliahle, secune, mission-critical communica-
tions sysbams, 1t is designed o trade off bandwidth afficiency for reliability,
inbegrity, and sacurity. In other words, mone bandwidih i= consumed than in the
case of narrowhand tansmission, but the trade-off produces a signal that s, in
elfiect, louder and thus easiar to debect, prowided that the receiver knows the
parameters of the spread-spectrum signal being broadeast. 1fa receiver is not
tuned 1o the right frequancy, a spread-spectrum sigmal looks like background
noise. Thae are bwo main altematives, Direct Sequence Spread Spectnim
(3855 and Frequency Hopping Spread Spoctrum (FHES)

What iz D555 What is FHSSY And wehat are their diffarences?

Frequency-Hopping Spread-Spectnum (FHS5) uses a namowhband carrier that
changes frequency in a pattern that is known o both tamsmitier and recaiver.
Properly synchronized, the net effzet is 1o maintain a single logical channel. To
an unintended recevar, FHES appears to be shori-duration impulse noise.

Drirect-Sequence Spread-Spectnm (DS5%5) penemates a redundant bil pattarn
fsr each bit to be transmitted. This bit patbern is called a chip {or chipping
conda). The longer thechip, the greater the probability that the original data can
hie recovenzd. Even if one or more bits in the chip are damaged during trans-
mission, siatistical techniques embadded in the mdio can recover the original
data without the need for retransmission. Tooan unintended receiver, DSSS
appears as low power widehand noise and is rejected fignomed) by most nar-
roawhand receivers.

Would the infarmation be intercepted while transmitting on air?

WLEAMN Teatures two-fold protection in security, On the hardware side, as with
Drirect Sequence Spread Spectrum tachnol ogy, it has the inherent security Tea-
ture of scrambling. Un the solftware side, WELAN offers the encrypticn func tion
{(WEPF) toenhance security and access control,

What is WEP?
WEP is Wirad BEquivalent Privacy, a dala privacy meehanism based on a 64-hit
ar 128-hit shared key algorithm, as described in the ITEEE 802,11 standard.



Appendix B: Glossary

RO 11 - Onz of the IEEE standards for wireless networking hardware,
Products that adhere to a specilic IEEE siandard will work with each other,
even if they are mamufactuned by different companies. The B02.11b standard
specifies a maximum data ransfar rate of 1 1Mbps, an operating frequency of
240GHz, and WEP encryption for security. B02.11b networks ane also refermed
to as Wi-Fi networks.

ROZ 1 1g - A proposed, bul as yel unratified extension of the TEEE 802,11 sian-
dard for wineless networking hardware The draft 802.11g specifications usad
by Linksys specify a maximum data ransfer rate of 54Mbps using OFDM
modulation, an operating frequency of 2.40GHz, backward compatibility with
IEEE 8021 1h deviees, and WEP encryption for security

Adapter - Printed vircuit board that plugs into a PC o add to capabilities or
connectivity toa PC. In a ntworked environment, a network interface card is
thi typical adapter that allows the PC or server o connect o the intranet and/or
Internit.

Ad-hoe Metwork - An ad-hoc network is a group of compubers, each with a
wircless adapter, connected as an independent 80211 wireless LAN. Ad-hoc
wirgless compubars oparale on a peer-io-peer basis, communicating directly
with each other without the use of an access point. Ad-hoc mode is also
refiemmed o as an Independent Basic Sarvice St or as pear-io-peer mode,

Amtomatic Fall-back - A feature provided by some wireless producis to
increase connection reliability. Automatic fall-hack enahles a device o dynam-
ically shift between various data transler rates. It works by decreasing the daia
transfer mbe when interference increases, distance increases, and other factors
undermine signal strength and quality.

Backbone - The part of a network that connects most of the systems and net-
works wogether and handles the most daia.

Bamdwidth - The tansmission capacity of a given facility, in tenms of how
much data the facility can transmit ina fixed amount of time; expressed in bits
per sacond (hps).

Bit - A binary digit. The wvalue - 0 or T-used in the hinary mumbering system.
Also, the smallest form of data.

CEMANCA (Carrier Sense Multiple Access'Collision Avoidance) - In local
area networking, this is the CSMA technigque that combines sloited time-divi-
sion multiplexing with carrier sense mulliple access/collision detection
(CEMAACTY 1o avoid having collisions oocur a second time. This works bestif
the time allocated is short companed to packe length and if the number of sit-
uations is small.

CESMACD (Carrier %ense Multiple Access'Collision Detection) - The LAN
access method used in Ethemel. When a device wanis io gain aceess 1o the net-
work, it chcks o see if the network is quiet (senses the carrier). 101 is not, it
witits o random amount of time before retrying. 1§ the network is quiet and two
devices nocess the ling at exactly the same time, their signals collide. When the
collision is detected, they both back off and each wait a random amount of time
hilore ratrying.

CTS (Clear To Send)j - An R5-232 signal sent from the receiving station o the
transmitting sation that indicates it is neady o accepl data.

Defanlt Gateway - The routing device used to forward all raffic that is not
addrzssad toa sation within the local subnet.

DHCP (Dynamic Host Configuration Protocol ) - A protocol that lets natwork
adminisirators manage centrally and automate the assignment of Internet
Protocol (1P ) addresses in an organization's network. Using the Intemet's set of
protocal (DCPPY, each maching that can connect o the Inbernet needs a
unique 1P address. When an organizati on sets up its computer users with a con-
nection to the Intemet, an [P address must be assigned 1o each machine
Without DHCF, the TP address must be entered manually at each computer and,
ifcompubers move o another location in another part of the network, a new [P
address must be entered. DHCP lets a network administrator supervise and dis-
tribube 1P addresses from a central point and auomatically sends a new 1P
address when a computer is plugged into a different place in the network.

DHCP uses the comoept of a "lease” or amount of time that a given [P address
will b walid fior o computer. The lease time can vary depending on how long a
user is likely to require the Intemet connection at a particular location. I¥s espe-
cially useful in education and other environments where users change Ire-
quintly. Using very short leases, DHCP can dynamically reconfigure networks
in which there are more compulers than there are available 1P addresses,



DHCP suppors static addresses for compubers coniaining Wb servers that
nead a permanent 1P address.

DNS - The domain name system (DNS) is the way that Intema domain name
are located and translated into Intlemel Protocol (1P) addresses. A domain name
is a meaningful and easy-to-remember "handle” for an Internet address.

Dromain - A subnetwork comprised of a group of clients and servers under the
control of one seeurity database. Dividing LANs into domains improves per-
fommanee and sacurity.

Drriver - A workstation or server soltware module that provides an interface
helween a network interface card and the upper-layer protocol software running
in the computer; it is designed for o specific device, and is installed during the
initial installation of a network-compatible client or server operating system.

DE58 (Direct-Sequence Spread Spactrum) - DESE generates a redundant bit
paltemn Tor all data transmitbed. This bit pattem is called a chip (or chipping
code). Even if one or more bits in the chip are damaged during transmission,
statistical technigques embedded in the receiver can recover the original daia
without the need for retransmission. To an unintended receiver, DSSS appears
as low power wideband noise and is rejected (ignored) by most narrowband
receivers.  Howewer, 1o an intended receiver (i.e another wineless LAN end-
point), the TS5E signal is recognimed as the only valid signal, and interfereance
is inherently rgjected Cignorad).

Emcryption - A security method that applies a specific algorithm o daia in
order o alter the dala's appearance and prevent other devices from reading the

information,

Ethernet - IEEE standard network protocol that specities how data is placed

an and retrieved from a common transmission medium. Has a ransfer rate of

10 Mbps. Forms the underlying ransport vehicle used by several upper-lavel
protocols, including TCPAP and XM5.

FHSS (Frequency Hopping Spread Spectrum) - FHSS continuously changes
(hoipe) the carmier frequency of @ conventional carmier several limes par second
according o a pseudo-random set of channels. Because a fixed frequency is not
usid, and only the tansmilter and receiver know the hop patterns, interception
of FHES is extremely difTicult.

Fragmenmtatiom - Breaking a packet into smaller units when transmitting over
a network medium that cannot support the original size of the packet.

Gateway - A device thal inlerconnects networks with different, inecmpatible
communicati ons projocols,

Hardware - Hardware is the physical aspect of computers, balecommunica-
tioms, and other infommation bechnology devices. The berm arose asa way Lo dis-
tinguizh the "hox" and the elecironic cireuitry and components of a computer
from the program vou pul in it to make it do things. The program came o be
known as the software.

Hop - The link batween two network nodes.

IEEE (The Institute of Electrical and Electronics Engineers) - The [EEE
describes itsell as "the world's largest echnical profissional society, promoting
the development and application of electrotechnology and allied sciences for
tha banelit of humanity, the advancement of the profession, and the well-baing
of our members."

The I fosters the development of standards that often become national and
international siandards. The organization publishes a number of joumals, has
many local chapters, and several large societies in spacial areas, such as the
IEEE Compuler Soviaty.

Infrastructare Network - An infrastructure network is a group of compulers
or other devices, each with a wireless adapler, connecied as an 802,11 wirclass
LAN. In infrastructure mode, the wireless devices communicate with each
othar and tooa wined nebwork by First going through an acoess point. An infra-
struciure wireless network comnected to a wired network is referred o as a
Bagic Service Sal. A sat of bwo or more BS% in a single network is referrad to
as an Extended Service Sel. Infrastructure mode is useful at a corporation
seale, or when it is necessary to connect the wired and wircless networks,

IF ¢ Intemit Protocol - The method or protocol by which data is sent from one
computer to another om the Internet. It is a standard set of rules, procedures, or
comventi ons relating to the Format and timing of data transmission betwean Lwo
computbers that they must aceept and use to be able o understand each other.

IP Auddress - In the most widely installed level of the Internet Protocol (1TF)
today, an [P address is a 32-binary digit number that identifies each sendar or
receiver of infonmation that is sent in packet across the Internet. When you



request an HTML page or send e-mail, the Intarnat Protocol part of TCPAP
includes your [P address in the message (aciually, in each of the packets if more
than oni is required) and sends it o the [P address that is obtained by looking
up the domain name in the Uniform Resouree Locator you requested or in the
e-mail address you'ne sending a nobe to. At the other end, the recipient can see
the 1P address of the Web page requestor or the e-mail sender and can respond
by sending another message using the TP address it received.

I5M band - The FOO and their counterpans outside of the LLS, have set aside
handwidth for unlicensed use in the I5M (Industrial, Scientific and Medical)
hand. Spectrum in the vicinity of 2.4 GHe, in particular, is being made avail-
able worldwide. This presents a truly revolutionary opporiunity to place con-
venient high-spead wircless capabilities in the hands of users around the globe.

LAMN (Local Area Network) - A group of compubers and associated devices that
share a common communications line and typically share the resources of a
single processor or server within a small geographic area (for example, within
an office building).

MAC (Media Access Conirol) Address - A unique number assignad by the
manufaeiurer o any Ethernat networking devica, such as a network adapler,
that allows the network o identily it at the hardwara level.

Mbps ( Megabits per second) - One million bits per second; unit of measure-
mint for data transmission.

Motherboard - A motherboard is the physical amangament in a computer that
contains the computer's basic circuitry and components.

Nerwark - A system that transmits any combination of voice, video and/or data
hielween usars.

Node - A network junction or conmection point, ypically a computer or work
station.

Notebook (PC) - A notebook compuler is a battery-powenad personal comput-
er genemally smaller than a briefcase that can easily be transported and comve-
niently uszd in Eemporary spaces such as on airplanes, in libmaries, mporary
offices, and at meetings. A nobebook computer, sometimes called a laptop com-
puter, typically weighs less than Five pounds and is three inches or less in thick-
Niss,

OFDM - Developed for wireless applications, Orthogonal Frequency Division
Multiplexing (OFDM ) technology offers superior perfonmance--inereased data
rates and mone relinble ransmissions--than previous echnologies, such as
NS85, OFDM is a scheme in which numerous signals of different frequencies
are combined o fonm a single signal for ransmission on the medium.

OFDM works by breaking one high-speed data stream into a number of T ower-
speed daln streams, which are then transmitted in parallel. Each lower speed
stream is used to modulate a subcarrier. Essentially, this creates a mulli-carmrier
transmission by dividing a wide frequency band or channel into a number of
narronwer frequency bands or sub-channels. OFDM is also used for other appli-
catioms, ineluding powerline networking.

Packet - A unit of data routed between an origin and a destination in a network,

Packet Filtering - Discarding umwanted network traffic based on its originating
address or ange of addresses or ils type (e-mail, file transfer, ete.).

Passphrase - Used much like a password, a passphrase simplities the WEP
encryplion process by automatically generating the WEP encryption keys for
Linksys products.

Plug-amd-Play - The ahility of a computer system o configure expansion
hoards and other devices automaticallty without requiring the user to tum off
the system during installation.

Port - A pathway into and oot of the computer or a network device. For exam-
pli, the serial and parallel ports on a personal computer are external sockets for
plugging in communications lines, modems and printars.

Roamdng - I'n an inffastme ure mode wireless network, this refars 1o the abili-
ty to mewe oul of one access point's tange and into ancther and transparenthy
reassocinte and reauthenticabe to the new access point. This reassociation and
reauthentication should occeur without user intervention and ideally without
intermiption o network connectivity, A typical scenario would be a location
with multiple access points, where users can physically relocate from one area
to another and easily maintain connectivity.

RTS ( Request To Send) - An RE-232 signal sent from tha transmilting station
to the receiving siation requesting permission to ransmit.



Server - Aoy compuler whose fiunction in a network is o provide user acoess
to files, printing, communications, and other services.

Software - [nstruc tions fior the computer. A series of instructions that parforms
a particular tazk is called a "program.” The two major categories of software are

"system software” and "application software.” System software is made up of

control programs such as the operating system and database mamaganent sys-
tem {DBEME). Application softwane is any program that processes data for the
LIHET.

A common misconception is that software is data. It is not. Softwane tells the
harchwara how to process the data.

Spread Spectrum - Spread Spoctrum echnology is a wideband radio frequen-
cy technique developed by the military for use in reliable, secure, mission-crit-
ical communications systems. 11 is designed o trmde off bandwidth efficiency
for relinbility, integrity, and security. In other words, more bandwidih is con-
sumed than in the case of namrowband transmission, but the trade off produces
a signal that is, in effect, louder and thus easier o detect, provided that the
receiver knows the parameters of the spread-spectrum signal baing broadeast.
If a receiver is not tunad to the right frequency, a spread-spectrum signal looks
like background noise. There are two main allermatives, Direct Sequence
Spread Spectnum (DES5) and Frequency Hopping Spread Spactrum (FHES),

S5ID (Service Sat IDentitfier) - A unique name shared among all points in a
wiraless natwork. The 8811 must b identical for each point in the wireless net-
work and is case-sensitive.

Sterage - The semi-permanent or pemmanent holding place for digital data.

Sabmet Mask - The method used for spliting [P networks into a series of sub-
groups, of subnets. The mask is a binary pattern that is matched up with the 1P
address 1o tum part of the host 11D address Tield into a field for subnes.

Switeh - 1. A dal swilch connects computing devices to host computers,
allowing a large number of devices 1o share a limited mumber of poris, 20 A
device for making, breaking, or changing the comnections in an electrical wir-
cuit.

TCP (Tran=mission Control Protocoly - A mathod (protocol) vsed along with

the 1P {Internat Protocol ) o send data in the form of message units {datagram)
hetween network devices, While IF takes cane of handling the actual delivery

of the data frouting), TCP takes care of keeping track of the individual units of
data {ealled packets) that a message is divided into for efficient delivery over
the network. TCP is known as a "connection orenbed” protocol due to requir-
ing the receiver of a packel 1o neturn an acknowladgment of receipt o the
sender of the packel resulting in transmission control,

TCHIP { Transamission Conirol Protocol/Internet Protocol) - The basic com-
munication language or set of protocols for communications over a network
{developed specifically for the Inbernat),. TCPAP defines a suite or group of
pritocals and not only TCP and TF.

Topolegy - A network's wpology is a logical chamcterization of how the
devices on the network are connecled and the distances between them. The
mist common network devices include hubes, switches, routers, and gateways,
Most large networks contain several levels of interconnection, the most impor-
tant of which include edge connections, backbone connections, and wida-area
connactions.

USE (Universal Serial Busy - A "plug-and-play” interface between a comput-
er and peripherals, such as digilal camems, scanners, game controllers, speak-
ers, keyboards, portable data storage, or printers. With USE, vou can add a new
peripheral o your computer without having o add an adapter card or powering
down the computer. USR also supports hot-swapping, the addition or removal
of devices while the compuier is running.

SR 1 1-compliant devices support data rates of 1. 3Mbps (low-speed) and up
to 120 bps Cfull-speed). USHE 2.0-compliant devices are backward compatible
with carlier USH devices, and they support data rates of 1L.5Mbps (low-spead),
120 bps Cfull-spead), and up to 4800 bps (high-spaed).

WEP (Wined Equivalent Privacy - A data privacy mechanism based on a &4-
hit ar 128-hit shared key algorithm, as described in the IEEE 802,11 standard.

WLAN (Wireless Local Area Network) - A group of computers and associal-
ol devices thal communicate with each other wirclassly,



Appendix C: Specifications

Standards
Ports

Channels

LEDs

Transmitted Power

Receive Sensitivity
Antenna

Security Features
WEP key bits

Warranty

IEEE 202.11b, IEEE 802,119, USE 1.1, USE 2.0
USE Port

202.11h/ 802119

11 Channels (U5, Canada)

13 Channels (Europe)

14 Channels {Japan)

Poweer, Link

16dBm (Typical)&11M CCE,
14dBm (Typical)@54M OFDM

-GEBm@S4Mbps
2clBi

WEP Encryption
&4, 128-hit

3 Year

Dimensions

Unit Weight
Certifications
Operating Temp.
Storage Temp.
Operating Humidity

Storage Humidity

358" x 28" x0m"
{91 mm x 71 mm x 23 mm)

18 [z, (.08 ko)

FCC

32°F to 104°F (0°C to 40°C)
0°F to T0°F (-40°C to 185°C)
107% to 85%, Non-Condensing

5% to 90%, Hon-Condlensing



Rnpendix D Warranty Inionmation

BE SURE TO HAVE YOUR PROOF OF PURCHASE AND A BARCODE
FIROM THE PRODUCTS PACKAGING ON HAND WHEN CALLING.
RETURM REQUESTS CANNOT BE PROCESSED WITHOUT PROOF OF
PLURCHASE,

IN MO EVENT SHALL LINESYS" LIABILITY EXCEED THE PRICE PAID
FOR THE PRODUCT FROM DIRECT, INDIRECT, SPECIAL, INCIDEN-
TAL, OR CONSEQUENTIAL DAMAGES RESULTING FROM THE USE
OF THE PRODUCT, TTS ACCOMPANYING SOFTWARE, OR TS DOCL-
MEMNTATION. LINKSYS DOES NOT OFFER REFUINDS FORANY PROD-
LT

LIMEAYE OFFERS CROAS SHIPMENTS, A FASTER PROCESS FOR PRO-
CERSING AND RECEIVING YOUR REPLACEMENT. LINKSYS PAYS
FOR UPS GROUND OMNLY. ALL CUSTOMERS LOCATED QUTSIDE OF
THE UMITED STATES OF AMERICA AN CANADA SHALL BE HELD
RESPOMSIBLE FOR SHIPPING AND HAMDLING CHARGES., PLEASE
CALL LINKSYS FOR MORE DETAILS,

Appendix E Contact Infonmation

For help with the installation or operation of the Wireless-(G USE Metwork
Adapter, contact Linksys Technical Support at one of the phone muimbers or
Internet addresses halon.

Sales Information BOO-53456-53797 (LINKSYS)

Technical Sapport BOO0-326-T114

RMA (Retwrn Merchandise

Antherization) Issues www linksys.com (or call 949-271-54610
Fax O-2A3-HRHES

E-mail supportilinksys.com

Wieh htip: fwwow linksys.com

FTP Site ftp. linksys.com
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