
Shenzhen GMK Technology Co., Ltd 
4/F, #9 Bldg, HuaLian Industrial Park, XinShi Community, Dalang St, 

Longhua Dist, Shenzhen, China 

2.911 (d)(5)(i) Equipment Type Attestation v1.2 

 

Section 2.911(d)(5)(i) Certification – Equipment Type 

 

Company name: Shenzhen GMK Technology Co., Ltd 

Address: 4/F, #9 Bldg, HuaLian Industrial Park, XinShi Community, Dalang St, Longhua Dist, 

Shenzhen, China 

Product Name: NucBox 

FCC ID: 2AXUD-M7 

Model(s): M7, M7 Pro, M3 PLUS, K8 PLUS, K11, K12, K13, K14, M4 PLUS, M5 PLUS, M6 PLUS, 

M7 PLUS, G2 PLUS, G3 PLUS, EVO-X1, EVO-X2, EVO-X3, EVO-X4, EVO-X5, EVO-X6, EVO-X7, 

EVO-X8 

 

2.911(d)(5)(i) Equipment Type 

 

We, Shenzhen GMK Technology Co., Ltd (“the applicant”) certify that the equipment for which 

authorization is sought through certification is not: 

• Prohibited from receiving an equipment authorization pursuant to § 2.903; of the FCC rules. 

• Identified as an equipment type in the “Covered List” NOTE 1  

 

 

Yours sincerely, 

 

 

 

Date: December 24, 2024 

Name: Jerome Chung 

Title: Manager 

Company: Shenzhen GMK Technology Co., Ltd 

 

NOTE 1 

“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at 

https://www.fcc.gov/supplychain/coveredlist 
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