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Chapter 1 Product Introduction

1.1 Product Attachment
Thank you for purchasing / installing this product! Before you begin,
please make sure the package is equipped with the following items:

(1)2.4 G Wireless Radio Wireless LAN remote equipment
(2) Ethernet power converters and power supplies

(3) Lock with screw

(4) RJ-45 Ethernet cable

(5) User's manual

1.2 Product Introduction
This Access Point supports 2.4GHz band, which is complying with
IEEE 802.11b/ g/ n wireless standards.

It offers transfer rates up to 300Mbps in 2.4GHz bands. It is suitable for
online video application and transfer data quickly. With the support of the
optional 2.4GHz band, user could avoid the interference produced by
other devices.

2.4 G Wireless Radio uses Atheros AR9344 platform, which is a high
performance for IEEE 802.11 b / g / n 2x2 target market , AP solutions.
AR9344 uses the latest 802.11n technology, data transfer rate up to
300Mbps, data throughput is common 802.11b / g wireless device three
times. In addition, AR9344 also has a high data throughput, high power
and high performance characteristics, such as security, is a high-quality
wireless solutions.



1.3 Feature:

HW

Support  802.11 b/g/n mode with 2.4GHz , and support MIMO
2(TX)*2(RX) data stream

ROHS compliant

Supports one 10/100 Mbps LAN complying with802.3

Auto MDI/MDI-X support

16MB Flash, 64MB SDRAM

Passive POE support 12V , RJ45 Pin 4&5(V+) F1 Pin 7&8 (V-);

Passive POE Voltage input range : DC9V ~ DC16V, Standard:

DC12V;

mode 802.11n, MIMO 2 * 2 MCS7 down mode, the uplink and downlink
data throughput of the whole state average power consumption of less
than 9W;

Support LED signal strength indicator;

SW::

Support Watchdog (CPU built-in watchdog timer, support chips restart)
Support signal strength display;;

Support WDS mode

Support system software reset

SNMP v1/v2

Support ACK Time Out setting

Support 802.1d Spanning Tree

Support AP Mode, Client MAC NAT Mode, Client WDS Mode , Repeater
Mode, Gateway Mode

WPA with PSK/TKIP/AES support \WPA2 support

Support 64/128/152 bit WEP encryption

Radius Support

Dhcp Server Support



1.4 Appearance Introduction

# Name
1 LED Indicator Light Indication the power, the network connection
status and the signal strength.

Function

2 LAN Outlet
and the POE power supply.

Network outlet, it supports network bridge structures

3 WAN Outlet Network outlet

4 Back cover opening Through this opening ,users can open the back
cover to connect the network and reset the syste

1.5 LED Status Description

—
= H B B B
|
O WAN 1 il
—
LED status Description
Power___| Steady Green Normal Operation
Power OFF No Power
WAN Steady Yellow Link is active
\WANI OFF No connection

4 Steady Green

Best signal strength

3 Steady Green

Better signal strength

2 Steady Green

Good signal strength

1 Steady Green

Low signal strength

OFF

NO connection




Chapter 2 Equipment installation

2.1 Preparing for Installation
Before beginning installation of equipment, at least with the following
conditions:

1. One computer installed 10/100 Base-TX Fast Ethernet card or
adaptive compatible with 802.11b/g/n wireless card.

Ethernet card attached to this computer needs to be set to automatically
obtain an IP address, or can be associated with a default IP address of
this device. (Default IP address is "192.168.1.20", IP address can be
configured as an Ethernet card required "192.168.1.X", where "X" can be
any number other than 20 between 2-254.)

2. PC can be equipped with Microsoft IE 6.0 or higher browser version
(recommended) to log the device Web Management Interface.
3. Two network cable for connecting the device to the computer.

2.2 Hardware Installation

1. Wall screws have to be installed first in locations where is expected to
install this equipment. Because of differences of the installation
environment, users may need to drill, put gecko expansion screws, and
let the screws attach to the expansion screws and other operations

2. Align the screw holes on the rear of the equipment and let the device
hanging on the wall.

3. Open the cover underneath the device and connect the network cable
to the LAN interface in the left.

4. Connect the network cable to the Ethernet Power Adapter.

5. Another network cable to connect to computer and Ethernet Power
Adapter

After the power supply is connected Ethernet power converter, plug the
power supply into the wall outlet



Chapter 3 Enter the WEB management interface

3.1 Enter the WEB management interface

1. Enter the IP address of the device in the browser address bar. The
default address of the device is “192.168.1.20".

2. The Management authorization window will jJump out from the system.

Please enter your user name and the password. The default value of the
device is both “admin”.

FPlease enter your l|
LUSEername:

Flease enter your
password:

LoG o |

(Forgot vour password?- see the User Guide for instructions. |

3. When vour enter the riaht user name and password, you will enter the
Web management interface

Access Point
IEEE 80211 bigfn

Setup Wizard Device Status Advanced Settings System Tools




4. Tap any button and then you can set the function. There are 4 parts

in the settings interface: the title bar (top). the menu bar (left).

Configuration interface (right) and the scene Selection (bottom). The
title bar mainly shows the name of the device and the company logo;
the menu bar shows the clear hierarchical navigation, and every
navigation items all link to the configuration interface of the
corresponding function module, in the same time shows in the

configuration area; in the scene selection, you can change the

language options, including Chinese and English.

SetuE Wizard ) __|English ?I

Device Status @ System Status

¥ System Status

Wireless Configuration
# System Log

» Wireless Client Table Wireless Vireless Beacon Primary RADIUS | Secondary RADIUS
» Radio Table o S (B NS vek W : =
GBNG Auto 100 ™ 0.0.0.0 ™ 0.0.0.0

# Site Survey
¥ DHCF Client Table SSID Table

Advanced Settings
M . ESSID Seanh

sttem Tools wlan Mane
L NTP Server. 0.0.0.0

]
Device Information

Model Hame:

BA

Firmware Version;
v2.00e04
Hardware \Version:
AP9344-Rev.D-AT




Chapter 4 Setup Wizard

4.1 Time Settings

Click “Setup Wizard”>"Time Settings”, enter the time setting interface.

© Time Settings

[ Enable NTP

local time zone
IG]'|'[T+EIE:EIEI iBeijing, Hong Kong, Singapore, Taipei, ...) j

local date and time
IHayj IEE;”EEII&I [HHZ[‘-.-"lf'u"lZSS]IDE :Iélﬁ :|5¢1 IPM;'

APPLY |

In the Time Settings interface, user can choose “Enable NIP” to make the
device synchronize with an NTP network time server in time. Or you can
manually set the local time zone, local date and time.

After setting, click “APPLY” button to make the settings take effect.



4.2 Device IP Settings

Click “Setup Wizard”>“Device IP Settings”, enter the Device IP Settings
interface.

© Device IP Settings

You can select one of the following two approaches to assign an IPvd address to this
device.

o Assign static IP to this device,

IP Address: [tz iz |1 feo
IP Subnet Mask: |55 |28 [e55 |0
GatewayIP Address:  [192  [168 |1 |254
DMS Server: |0 |o fo BE

" Use the DHCP client protocol to automatically get the IP address for this device.
Selecting this option will disable your DHCP server automatically.

You can select one of the following two approaches to assign an IPVE address to this
device,

+ stateless autoconfiguration.

" Assign IPVE to this device.
|F Address: |1111:2222:3333:4444:EEEE:EEEE:TTTT:EEEE i

Gateway IP Address: |an1::3333

DMS Server |::

Lan Port Speed: Luto E3

Users can choose to set a static IP manually or obtain an IP address
automatically via DHCP server. The default IP of the system is
“192.168.1.20". the IP Subnet mask is “255.255.255.0". the

Gateway IP address is “192.168.1.254", the IP address of the DNS
server is “0.0.0.0” .

Users can also set the speed of the LAN terminal velocity in this
interface.

After setting, click “OK” button to save the configuration.



Chapter 5 Device Status

Setup Wizard [Enelish ~]
Device Status © Connection Status
¥ System Status
Model Name: RMAA-90
* Bystem Log Operate Mode: Client
# Radio Tahle Connection state: IMIT
; S5ID: MIA
» Site Survey Securii o
Advanced Settinﬁs AP MAC: 00:00:00:00:00:00
ChanneliFrequency: 112412 GHz
sttem Tools Connection Rate: 0 khis
TA/RX Chains: 22
Logout Transmit CCQ: 0%
]| Link Qualjly: 94/94
Device Information Moise Level: 95 dBm
Model Hame: Signal Level: -96 dBm 0%
RIMAA-GO

Click “Setup Wizard”, enter the Basic Settings interface.

5.1 System Status

Click “Device Status” > “System Status” , then you can view the
system connection status.

©) Connection Status

Model Hame:
Operate Mode:
Connection state:
SS5ID:

Security:

AP MAC:
Channel/Frequency:
Connection Rate:
T¥/RX Chains:
Transmit CCQ:
Link Quality:
MNoise Level:
Signal Level:

RMAA-S0
Client

IMIT

MA

Mone
00:00:00:00:00:00
112412 GHz
0 khis

2

0%

94/94

-85 dBm

-96 dBm

0%




5.2 System Log

Click “Device Status” > “System Log” , enter the systems log interface.

© System Log

Log Type : IS}rstem Log -

CLEAE |

In this interface, you can view the system running record of the device.
Click “clear” button, you will delete all the current log data.

5.3 Radio Table

Click “Device Status” > “Radio Table” , enter the Radio Table interface.

©) Radio Table

Radio Mode Op Channel Assoc. [Tx Pkts |Rx Pkts |Error
Radio1| Mixed 802.11ng, 802.11g and 802.11h 11 ] 7045 | 17010 | 318

In this interface, users can view the information about the radio device
Radio, including Radio name. Mode. Option Channel. Tx Packets. Rx
Packets and the number of the record errors.

5.4 Site Survey

Click “Device Status” > “Site Survey” , enter the Site Survey interface.

© Site Survey

Survey Type Selection : % Active Scan 7 Passive Scan

Site survey list;

Conn e
Select ESSID MAC Address Channel |strength| Security Network
Mode
(%)
Fress scan bulton to start survey.
bzzociate | Scan I

WOTE: This page action takes long time even timeout. If timeout, fresh this page.




In this interface, users can search the wireless AP devices and Ad hoc
network client devices around. And you also can view the device ESSID
Name. MAC Address. Wireless Connection Mode. Channel. Signal

Strength (%). Security and the Belongs Network.



Chapter 6 Advanced Settings

Click the "advanced Settings" option, enter the advanced Settings page.

6.1 The Password Settings

Click the "advanced Settings" > "password"”, enter the password Settings

page.

© Password Settings

Change Password

To change your administrative passward, enter your current password and then the new
password twice.

Meed Change Usemname: |

Current Users Password: |

Mew Password: |

Re-enter New Password: |

LPPLY |

User can login on this page to modify the Web page of the account and

password. The system default account and password is "admin". Enter
the current password in "the current user password", enter new account
user name in the "change account user name", enter a new password in
the "new password", and you need to enter a new password confirmation.
If you forget your password, you can first recovery equipment factory
default, then use the default password to log on to the Web page.

6.2 Operating Mode

Click the "advanced Settings" > "operation mode", enter the page of
operating mode. Click on the corresponding operation mode, and click

"ok" button to enable it.

© Operating Mode

% Standard AP mode
" Repeater mode
" Client mode

© Gateway

APFLY |




6.2.1 Standard AP Mode

Under this mode, the client device connected to the Internet through the
cable port, and it launch wi-fi signals for mobile phones, laptops and other
kinds of terminals so as to provide wireless Internet connection service.

The specific work pattern as shown in the figure below.

6.2.2 Relay Mode

Under this mode, the client and the access point connection is established
first, computers can through cable party after a client to access the
Internet, mobile phones, laptops and other kinds of terminal can wirelessly
via the client relay access to the network. The specific working mode is

shown in the figure below.




6.2.3 Client Mode

Client mode has MAC NAT and WDS two modes:

Under MAC NAT mode, the client can connect more than one PC, only
one PC need to do the portal authentication. Others do not have to do
certification;

Under WDS mode, the client can connect more than one PC, and it

support Portal, PPPOE single certification.

© Operating Mode

" Standard AP mode
' Repeater mode
% Client mode

' Cateway

APFLY |

Additional configurations for Client mode;
' MAC NAT mode

' WDS mode

' Multi-station mode

6.2.4 Routing Mode
There are two kinds of routing model: the WISP router and AP router.
Both of them can be achieved by wireless and wired mouth 1/2

respectively.

© Operating Mode

" Standard AP mode
" Repeater mode
' Client mode

% Gateway

APPLY |

Select VAN type;
% Wireless interface
" Wired interface

WISP Router mode, wireless interface is the VAN to connect internet; Wired
interface is the LAMN to connect PC and other terminal equipment.

WISP router mode connection diagram is as follows: client devices
associated with AP and obtain an IP address, the IP address of the PC is

obtained the client device internal distribution.



AP router mode connection diagram is as follows: similar with the AP with

standard pattern, but compatible with the routing functions.

6.3 The system management
Click the "advanced Settings" > "system management”, enter the page of

system management.



© System Management

System Administration

HTTF Port NDZIED timecuut:ll':I minutes

UPnP
™ Enable UFnP

Bridge
[T Enable §TP

Device Location
City:
District:

County:

Laocation:

Longitude:
Latitude:

Syslog
[T Enable Syslog
Syslog server IP address: |EI _|IZI _|IZI _|I:|

APPLY |

NWOTE: Syslog is a standard for logging system events (IETF RFC-3164). System event
messages generated by the wireless access point will be sent to a Syslog daemon running
on a server identified by this IP address.

The parameters specify as follows:

Setting description

System HTTP port number: enter HTTP Service port number. The
manageme | default setting is "80".

nt timeout: Set the appropriate HTTP connection time.
UPNP Select whether to enable UPnP.

Enable UPNnP (universal plug and play) can promote the

network Select whether to enable STP.

bridge Enable STP(spanning tree protocol) can prevent network in

system log | Select whether to enable system record to keep system

running events and information.

When setting is completed, click the "Apply" button to save the

configuration.



6.4 The SNMP Settings
Click on the "advanced Settings" > "SNMP Settings", enter the SNMP

Settings page.

¥ Enable SHMP

System Mame:

Systermn Location:

System Contact:

Account Selection:
Username:

Access Mode:
Authentication Mode:

Encryption Made:

© SNMP Settings

Assign system information:

Assign the SHMP community string:
Community String For Read:

Community String For Write:

SHIMP V3 Account Configuration:

Authentication Passward:

Encrypticn Password:

Assign a specific name and IP address for your SNMP trap manager;

|RI-IAA—9IZI

IInput Syztem Location

IInput Contact Perszon

|public

Iprivate

& sdministrator  Guest
Iadmin
" Read Only % Read/\rite

IHDne vI

Ipassword

IHDne vI

Ipassword

APPLY |

Mame: |

IP Address: |

SNMP refers to Simple Network Management Protocol. Use SNMP

function can let the SNMP management station do some remote

monitoring and management to AP.

You can specify different groups for different permissions name to restrict

part of the action of certain management stations. By configuring the Trap

function, you can make the agent side when necessary feedback to

management stations send the alarm event or related information.

Settings

Descripitions

Set the system

Input devices system name, location and system




Set the SNMP Readable string group: input SNMP management
community strings | stations, read the node password
Writable community string: input SNMP management

stations, read the node password

SNMP V3 Account | Input SNMP V3 account configuration parameter
configuration Settings, Including account number, name, access,
authentication, authentication password, encryption,

and encrypted password.

Send a SNMP Set to send SNMP Trap management server name
trap instruction to | and IP address.

seta name and IP | Click the "add" button to make the Settings to take
address effect.

In management server, you can view the SNMP
Trap management server name and IP address
information, or click "delete" button to delete the

selected server.

6.5 Wireless Settings
Click the "advanced Settings" > "wireless Settings"”, enter the wireless
advanced configuration page. On this page you can in the face of the

advanced properties of Radio wireless network connection Settings.




© Wireless Settings

Advanced Wireless Setting
RTS Threshold |234F5 bytes (range: 256-2346, default 2346)

1W bytes (range: 256-2346, default 2346
Transmission Power: m
Unicast Data Rate: m
Antenna Type: m
LED R551Weak Signal: |-ﬁ'3 dBm (range: (-92)~0, default-60)
LED RSS! Strong Signal: =40 4Bm (range: (-32)~0, default -40)

LED RS5I Stronger Signal:

Fragmentation

dBm (range: (-92}~0, default -20}
[ Auto TARXChainmask
TARX Chains: W chain1 W chain2

[+ Short Gl
[T Enable Multicast Snooping
[¥ Enable AMPDU
[¥ Enable AMSDU
[T Enable Dynamic Acktimeout
AckTimeOut |‘5‘51 {range: 10-255, default 64)
ACE Calculator |
APPLY |
Settings Descripitions

RTS threshold | Gives the packet RTS (Request to Send, Send the
Request) threshold.

Fragmentation Specify the packet shard maximum length.
threshold Its value must be even, range between 256-2346, the
default value is "2346".

Transmit power | Set up a wireless network transmission power.

Set up a wireless | Choose wireless unicast transmission data rate.

ANTENNA

The LED signal | Set threshold for weak degree LED signal strength. The
strength threshold scope for (-92) - 0,

The LED signal | Set threshold for medium degree LED signal strength.
strength threshold The scope for (-92) - 0, the default value is "-40".

The LED signal | Set threshold for strong degree LED signal strength. The
strength threshold scope for (-92) - 0, the default value is "-20".

Short Gl Select whether to enable Short GI. Enabling Short Gl

reduce protection interval time can increase the data




To enable Select whether to enable multicasting.

multicasting Multicast watched for multicast management and control
Enable AMPDU | Choose whether to open AMPDU. This option is
available in 802.11 n mode.

Enable AMSDU | Choose whether to open AMSDU. This option is

available in 802.11 n mode

Open Set up an ACK packet timeout.
automatically set | The range of 10-255, the default value is "64".

6.6 QoS Settings

Click on the "advanced Settings" > "QoS Settings", enter the QoS Settings page.
QoS (Quality of Service) Service Quality Settings can provide different types of
network transmission with different Quality; WMM (wireless multimedia) is a
subset of the standard 802.11 e, it allows the wireless communication defines a
priority according to the data type.

On this page, you can choose to enable WMM, and set up the AP equipment and
wireless client Station WMM parameters, improve wireless client video and
audio application in the wireless network transmission quality. You can also
select whether to enable power saving mode to save power consumption

equipment.

6.7 Traffic Control Settings
Click on the "advanced Settings" > "flow control Settings", enter the flow control

Settings page.



© QoS Settings

Q03 attermpts to provide different quality levels to different types of netwark traffic. WK defines
quality of service to improve audio, video and voice applications transmitted over wireless networks.

¥ Enable VIaM

VMM Parameters of Access Point

TrxopLimit-  TxopLimit-

ACTYPE  ECWMin ECWhax AFS 11b(us) 1ags)  Ackpolicy
AC_BE(D) [4 |6 E |o o O
AC_BK(1) |4 10 |7 o o O
AC_VI2) |3 |4 [1 |gois 3008 O
AC_VO(3) |2 E 1 |3284 |1504 O
WM Parameters of Station
ACTYPE  ECWMin  ECWMax AIFS Tﬁﬁ'g” ET;;‘LT ACH
AC_BE(D) [4 10 E |o o O
AC_BK(1) J4 10 |7 |o o O
AC_WI2) |3 |4 |2 |gois 3008 O
AC_vo(3) |2 E |2 |3284 |1504 O

[ Power Saving

APFLT |

Users can do traffic and flow control on the page. Helping administrators allocate

bandwidth resources reasonable, prevent the network congestion by controlling
the total uplink, downlink network connection speed, prevent high-speed
download or malicious contract caused by excessive network bandwidth. In
addition, it can also limit the use of P2P software, safety nets collaterals smooth

operation.

© Bandwidth Control Settings

™ Enable Bandwidth Control
% Total Bandwidth Contral

" Per User Bandwidth Contral

APFLY |

Total Downlink Speed: I':' kbps (range: G4-65535, 0 for unlimited)

Total Uplink Speed: I':' kbps (range: G4-65535, 0 for unlimited)




6.8 Ping Watchdog set up
Click on the "advanced Settings" > "Ping Watchdog set”, enter the Ping
Watchdog Settings page.

© Ping Watchdog

The Ping Watchdaog will ping up to 2 IP addresses for connection status. Ifthe remote IP
addresses do notrespond to Ping, the device will either reconnect or power reboot.

Ping Watchdoa: ' Enable @ Disable
Aim Address Type|Fill -
IP Address1:  [192 | [168 | |1 1 ustdin)
IPAddress2: [0 [0 Jo 0 (optional)
Fing Interval: IE:‘EI— Seconds (2-684000, defaultis: 20
Failed tries: IG (default is 2 tries)
Action: I Eeconmnect -

WOTE: Watchdaog will take effect 10 minutes after startup. IP Address 2 is optional, when
filled, hoth IP Address 1 and IP Address 2 must fail to respaond for watchdog to take

action.
APPLY |




Chapter 7 System Tools

Click the "system tools" option, enter the page of system tools.

7.1 firmware upgrade
Click system tools > "firmware upgrade", enter the device firmware file updates
page. On this page, you can choose local upgrade or FTP upgrade firmware

equipment.

© Firmware Upgrade

Selectthe firmware upgrade method : & Lgcal © FTP

Selectthe firmware file by clicking Browse, then click UPGRADE

... |
UPGRADE

HOTE:

1. Do not power off the device while uparading the firmware.

2. 30me browsers would fail to locate the firmware file when there is any localized
character in the firmware file path.

Select "local update”, click "browse™ button to select the new firmware file, then

click on the "upgrade” to start the firmware upgrade.

© Firmware Upgrade

Select the firmware upgrade method : " Local & FTP

Server IP Address: [0 | AE o

Port |21

¥ Anonymous

ser Mame: |
Fassward: |
File Mame: |
UPGRADE
NOTE:

1. 0o not power off the device while upgrading the firmware.
2. 50me browsers would fail to locate the firmware file when there is any localized
character in the firmware file path.




Choose "FTP upgrade™ (check the picture), you need to enter the FTP server
address, port, account, password, and remote upgrade file, you can also choose

whether or not anonymous.

Please contact your service provider to obtain the latest device firmware file.
A During the firmware upgrade process, please pay attention that the equipment

Warning power supply cannot be shut down so as not to result in equipment damage or

unable to use

7.2 Save and restore configuration
Click system tools > "save and restore configuration™, enter the configuration file

and restore the page.

© Configuration Save and Restore

Click SAVE TO FILE to save yvour configuration to a management haost .

I ¥ML Format
SAVE TO FILE |

Selectthe text configure file by clicking Browse, then click RESTORE FRCM FILE.
il |
EESTOREE FROM FILE |

HOTE: Some hrowsers would fail to locate the configuration file when there is any
localized character in the configuration file path.

Click "save configuration file" button, you can set the relevant equipment in the
form of a configuration file to save to your computer for next time to use. It is
recommended that you backup original device configuration before you upgrade
device firmware or load the new configuration file. It can effectively prevent the
losting of the original configuration when upgrading the equipment firmware or
loading a new profile.

"Restore the configuration file" function can reload the configuration file that is
saved or set good. Click the "browse" button to select the configuration file, and
then click the "restore the configuration file" button to restore the saved

equipment settings.



7.3 The Default Settings

Click system tools > "default Settings", enter the restore default Settings page.

© Factory Default

D you really want to restore the configuration to factory defaults?

155

CAUTION; Restaring factory default settings will erase all your previous settings.

Click "ok™ button on this page, and all equipment can be set back to factory
default parameters.

The equipment configuration will be restored to factory Settings after restart.
If the page connection fails, you can reconfigure the device by connect via a
serial port, you can also use ethernet interface to reconnect through a obtained
DHCP address.

7.4 Restart system

Click system tools > system of "reset", enter the page of reboot the system.

© Reboot System

Do you really want to reboot the wireless device 7

Click "Yes" button to restart the device.



FCC STATEMENT
1. This device complies with Part 15 of the FCC Rules. Operation is subject to the

following two conditions:

(1) This device may not cause harmful interference.

(2) This device must accept any interference received, including interference that
may cause undesired operation.

2. Changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate the equipment.

NOTE: This equipment has been tested and found to comply with the limits for a
Class B digital device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a
residential installation.

This equipment generates uses and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to
correct the interference by one or more of the following measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

Consult the dealer or an experienced radio/TV technician for help.

FCC Radiation Exposure Statement

This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment. This equipment should be installed and operated with

minimum distance 20cm between the radiator & your body.



